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Part 1:  True or False
1.)A firewall can detect malware (on your computer)
2.)A firewall blocks worms (malware that permeates through a network)
3.)A firewall will prevent you from opening malicious email attachments
4.)A firewall prevents you from opening phishing emails
5.)A firewall blocks unwanted traffic (Hackers)
6.)A firewall prevents against browsing to malicious websites

Part 2: Choose the best answer
1) What type of software should you use to check email attachments for malware?
· Software Updates
· Antivirus
· Intrusion Detection Systems
· Firewalls

2) What actions are just as important as running antivirus software on your computer?
· a) Having a firewall
· b)Changing your password often
· c)Applying patches
· d)Never opening email attachments
· a and c

Part 3: Write down what you think are the most dangerous search terms/topics on the web.  In other words, which terms/topics will most likely produce search results that contain malicious web pages?

Remember, think like a cyber-criminal! 
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